**Изменены требования антитеррористической защищенности к объектам в сфере связи**

Постановлением Правительства Российской Федерации от 30.10.2014 № 1130 утверждены Требования к антитеррористической защищенности объектов (территорий), находящихся в ведении Министерства цифрового развития, связи и массовых коммуникаций Российской Федерации, Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций, Федерального агентства связи, Федерального агентства по печати и массовым коммуникациям, а также подведомственных им организаций.

Ранее документ распространял свое действие только на объекты организаций, включенные в перечень, утвержденный Министерством цифрового развития, связи и массовых коммуникаций Российской Федерации.

Постановлением Правительства Российской Федерации от 22.01.2020 № 30 в Требования внесены изменения, которые вступили в силу с 01.02.2020, и в настоящее время Требования распространяются на объекты, находящиеся в ведении всех названных органов, подведомственных им организаций и всех организаций, относящихся к сфере деятельности указанных федеральных органов исполнительной власти.

Министерство цифрового развития, связи и массовых коммуникаций Российской Федерации является федеральным органом исполнительной власти, осуществляющим функции по выработке и реализации государственной политики и нормативно-правовому регулированию в сфере информационных технологий (включая использование информационных технологий при формировании государственных информационных ресурсов и обеспечение доступа к ним), электросвязи (включая использование и конверсию радиочастотного спектра) и почтовой связи, массовых коммуникаций и средств массовой информации, в том числе электронных (включая развитие информационно-телекоммуникационной сети «Интернет» (далее - сеть «Интернет»), систем телевизионного (в том числе цифрового) вещания и радиовещания и новых технологий в этих областях), печати, издательской и полиграфической деятельности, обработки персональных данных, управления государственным имуществом и оказания государственных услуг в сфере информационных технологий, в том числе в части использования информационных технологий для формирования государственных информационных ресурсов и обеспечения доступа к ним, а также по выработке и реализации государственной политики в сфере защиты детей от информации, причиняющей вред их здоровью и (или) развитию.

Требования устанавливают обязательные для выполнения организационные, инженерно-технические и иные мероприятия по обеспечению антитеррористической защищенности объектов (территорий).

Под объектами (территориями) понимаются комплексы технологически и технически связанных между собой зданий, строений, сооружений и систем, отдельные здания, строения и сооружения, линии связи.

Ответственность за обеспечение антитеррористической защищенности объектов (территорий) возлагается на руководителей органов (организаций), являющихся правообладателями объектов (территорий).